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Abstract:  

This study presents a comprehensive performance analysis of 6LoWPAN-based Wireless Sensor Networks for 

smart building management systems. A MATLAB simulation framework was developed to model a three-story 

building environment with 60 sensor nodes and one border router. The simulation incorporated realistic indoor 

propagation models accounting for wall attenuation (10 dB) and floor attenuation (20 dB). Results demonstrate 

robust network performance with a Packet Delivery Ratio (PDR) of 92.4%, average end-to-end latency of 87.3 

ms, and network connectivity of 96.7%. The average hop count was 2.8 with a maximum of 5 hops, while energy 

efficiency remained at 100% throughout the 2-hour simulation period. These findings confirm 6LoWPAN's 

suitability for real-time building automation applications, meeting the reliability and responsiveness requirements 

for HVAC control, lighting management, and environmental monitoring in modern smart buildings.  

 

Keywords: 6LoWPAN, Wireless Sensor Networks, Smart Buildings, IoT, Network Performance, MATLAB 

Simulation, Packet Delivery Ratio, Latency, Energy Efficiency1. Introduction. 

 الملخص 

إدارة المباني الذكية.   لأنظمة   6LoWPANتقدم هذه الدراسة تحليلاً شاملاً لأداء شبكات الاستشعار اللاسلكية القائمة على  

عقدة استشعار وموجّه حدودي واحد. وتضمنت   60لنمذجة بيئة مبنى من ثلاثة طوابق، يضم   ماتلاب طُوّر إطار محاكاة

ديسيبل(. تظُهر    20ديسيبل( وتوهين الأرضيات )  10المحاكاة نماذج انتشار داخلية واقعية، مع مراعاة توهين الجدران )

زمن انتقال من طرف إلى طرف  ، ومتوسط   92.4% (PDR) لشبكة، حيث بلغت نسبة توصيل الحزمةالنتائج أداءً قوياً ل

قفزات، بينما ظلت كفاءة الطاقة   5، بحد أقصى  2.8عدد القفزات  %. بلغ متوسط  96.7مللي ثانية، واتصال الشبكة    87.3

لتطبيقات أتمتة المباني في    6LoWPANملاءمة  % طوال فترة المحاكاة التي استمرت ساعتين. تؤكد هذه النتائج  100عند  

الوقت الفعلي، حيث تلبي متطلبات الموثوقية والاستجابة للتحكم في أنظمة التدفئة والتهوية وتكييف الهواء، وإدارة الإضاءة، 

 .والمراقبة البيئية في المباني الذكية الحديثة
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، شبكات الاستشعار اللاسلكية، المباني الذكية، إنترنت الأشياء، أداء 6LoWPANالكلمات المفتاحية:    الكلمات المفتاحية:

 . ، نسبة توصيل الحزمة، زمن الوصول، كفاءة الطاقةماتلابالشبكة، محاكاة 

Introduction 

Background and Motivation 

The global push toward sustainable development has accelerated the adoption of smart building technologies, 

with the market expected to reach USD 328.62 billion by 2029 [1]. Smart buildings leverage Internet of Things 

(IoT) technologies to optimize energy consumption, enhance occupant comfort, and reduce operational costs [2]. 

Wireless Sensor Networks (WSNs) form the backbone of these intelligent systems, enabling real-time monitoring 

and control of environmental parameters. 

Traditional WSN protocols face limitations in interoperability and scalability when integrated with IP-based 

building management systems. 6LoWPAN emerges as a solution by enabling IPv6 connectivity on resource-

constrained devices operating on IEEE 802.15.4 standard [3]. This protocol bridges the gap between low-power 

sensor networks and enterprise IP networks, facilitating seamless integration. 

The evolution of smart building technologies represents a paradigm shift from traditional, siloed building systems 

toward integrated, intelligent ecosystems that optimize energy consumption, enhance occupant comfort, and 

improve operational efficiency. According to the International Energy Agency, buildings account for 

approximately 40% of global energy consumption and 33% of greenhouse gas emissions [1]. This substantial 

environmental footprint has driven regulatory frameworks and economic incentives for smart building adoption 

worldwide, with the global market projected to exceed $300 billion by 2028 [2]. 

Wireless Sensor Networks (WSNs) form the foundational infrastructure of smart buildings, enabling pervasive 

monitoring and control of diverse parameters including temperature, humidity, occupancy, lighting levels, air 

quality, and energy usage. Traditional wired solutions, while reliable, present significant challenges in retrofit 

scenarios, scalability, and flexibility. WSNs offer compelling advantages: reduced installation costs estimated at 

40-60% compared to wired alternatives [3], easier maintenance, and adaptability to changing building layouts. 

The remaining section of the manuscript are structured as follows. The problem formulation, aim and objective, 

literature review, methodology, simulation results, discussion, closing with the conclusion and list of up to dated 

cited references. 

Problem Statement 

Despite the theoretical advantages of 6LoWPAN, practical deployment in building environments faces challenges 

including signal attenuation through construction materials, interference with existing wireless systems, and 

unpredictable node density requirements. There is a need for comprehensive performance analysis tools to guide 

network design decisions and ensure reliable operation. 

Aim and Objectives 

Research Aim 

To develop and validate a simulation framework for analyzing the performance of 6LoWPAN-based wireless 

sensor networks in smart building environments, with focus on reliability, latency, and energy efficiency. 

Specific Objectives 

1. To design a mathematical model representing 6LoWPAN network behavior in multi-story building 

environments 

2. To develop a MATLAB simulation platform for performance evaluation of 6LoWPAN networks 

3. To analyze the impact of network parameters (node density, transmission range, routing protocols) on 

key performance metrics 

4. To validate the simulation results against theoretical models and practical deployment considerations 

5. To propose optimization strategies for 6LoWPAN deployment in typical building scenarios 
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Literature Review 

6LoWPAN Architecture and Protocols 

The convergence of Internet of Things (IoT) technologies and building automation has catalyzed significant 

research into wireless communication protocols suitable for smart building applications [4]. Early 

implementations primarily utilized proprietary protocols like Zigbee and Z-Wave, which created isolated 

ecosystems with limited interoperability with IP-based networks [5]. The introduction of 6LoWPAN (IPv6 over 

Low-Power Wireless Personal Area Networks) addressed this limitation by enabling IPv6 connectivity on 

resource-constrained devices operating under the IEEE 802.15.4 standard [6]. 

In [6], the authors established the foundational architecture of 6LoWPAN, demonstrating its adaptation layer that 

efficiently compresses IPv6 headers to fit the 127-byte Maximum Transmission Unit of IEEE 802.15.4 [7]. This 

breakthrough enabled seamless integration between low-power sensor networks and enterprise IP infrastructures 

[8]. Subsequent research as in [9] elaborated on the protocol stack, highlighting the importance of the Routing 

Protocol for Low-power and Lossy Networks (RPL) for creating self-healing mesh topologies essential for 

building-scale deployments [10]. 

Several studies have examined 6LoWPAN's performance in indoor environments. The [11] investigated signal 

propagation characteristics, reporting average attenuation of 10-20 dB through concrete walls and 15-30 dB 

between floors. These findings underscore the importance of careful network planning in multi-story buildings. 

In [12], developed RPL, which has become the standard routing protocol for 6LoWPAN networks, providing 

mechanisms for route optimization and network stability [13]. 

The application of 6LoWPAN in smart buildings has been explored by various researchers. In [14] surveyed IoT 

technologies for smart environments, identifying 6LoWPAN as particularly suitable for building automation due 

to its balance of low-power operation and IP compatibility. In [15], examined industrial WSN requirements, noting 

that 6LoWPAN's support for mesh networking addresses coverage challenges in complex building layouts [16]. 

Recent studies have focused on performance optimization. In [7], introduced 6TiSCH, enhancing 6LoWPAN with 

time-slotted channel hoping to improve reliability in interference-prone environments like the 2.4 GHz ISM band. 

Research [17], investigated coexistence mechanisms with Wi-Fi networks, proposing channel selection algorithms 

to minimize interference. 

Despite these advancements, gaps remain in comprehensive performance analysis tools specifically tailored for 

building designers. Existing simulators like Cooja and NS-3 offer detailed protocol simulation but lack user-

friendly interfaces for building-scale performance evaluation. This study addresses this gap by developing a 

MATLAB-based simulation framework that incorporates building-specific propagation models and provides 

actionable insights for network planning and optimization. 

6LoWPAN operates as an adaptation layer between the network and data link layers, compressing IPv6 headers 

to fit the 127-byte Maximum Transmission Unit (MTU) of IEEE 802.15.4 [3]. The protocol stack consists has 

been tabulated in Table 1. 

Table 1: Protocol stacks. 

protocol stacks Definition  

Physical Layer IEEE 802.15.4 (2.4 GHz, 868 MHz, 915 MHz bands) 

MAC Layer CSMA/CA with optional time-slotted channel hopping 

Adaptation Layer Header compression, fragmentation, and mesh routing support 

Network Layer IPv6 with RPL (Routing Protocol for Low-power and Lossy Networks) 

Transport Layer UDP with optional TCP support 

Application Layer CoAP (Constrained Application Protocol) 

 

Smart Building Applications 

Deploying a 6LoWPAN WSN transforms a conventional building into an intelligent IoT ecosystem, enabling real-

time environmental monitoring, adaptive HVAC and lighting control, predictive maintenance, and optimized 

space utilization. This IoT application as shown in Figure 1 that relies on a carefully designed mesh network of 

constrained sensors that balance low-power operation with reliable data delivery. Key design considerations 

include strategic placement of router nodes to ensure coverage, tuning of data reporting intervals to match 

application needs, and implementing interference mitigation in shared spectrum bands. When architected 

correctly, the network serves as the building's sensory nervous system, translating granular sensor data from 
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temperature and occupancy to equipment vibration into automated, energy-efficient responses and actionable 

insights, thereby achieving core smart building objectives of sustainability, comfort, and operational intelligence. 

 
Figure 1: Internet of Things Diagram. 

 

Network Topology and Architecture 

• Star vs. Mesh Topology: While simple star networks suffice for small zones, large buildings 

demand mesh topologies for extended coverage and robustness. RPL-managed mesh networks ensure 

redundancy; if a node (or router) fails, traffic is rerouted dynamically. 

 
Figure 2: Comparison of Star vs. Mesh Topology 

• Hierarchical Design: A typical architecture employs: 

o End Devices (Sensor Nodes): Battery-powered, sleep most of the time, and communicate only 

with their parent router. 

o Routers: Mains-powered or energy-harvesting nodes that relay traffic and form the mesh 

backbone. 

o Border Router (6LBR): The critical gateway bridging the 6LoWPAN network to the local IP 

network (Wi-Fi/Ethernet) and the Internet. It performs header compression/decompression, acts 

as a RPL root, and often provides network management services. 
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Figure 3: Hierarchical Design Structure 

Key Performance Metrics and Trade-offs 

The performance of a smart building 6LoWPAN WSN is evaluated against conflicting objectives: 

1. Energy Efficiency & Network Lifetime: The dominant constraint. Duty cycling (long sleep intervals) 

is essential but increases latency. Protocols like ContikiMAC or IEEE 802.15.4e TSCH (Time-Slotted 

Channel Hopping) are employed to synchronize wake-ups and reduce idle listening. 

2. Quality of Service (QoS) & Reliability: Building management has heterogeneous traffic: 

o Periodic Monitoring Data (e.g., temperature): Tolerant to some delay and loss. 

o Event-Triggered Alarms (e.g., fire, security breach): Require high reliability and ultra-low 

latency. 

RPL can support multiple Objective Functions (OFs) to optimize routes for different metrics (e.g., minimize 

latency, maximize expected transmissions). 

3. Scalability and Network Capacity: A large building may require thousands of nodes. Network 

performance degrades with size due to increased contention, interference, and routing overhead. 

Intelligent clustering, frequency channel planning (using multiple IEEE 802.15.4 channels), and adaptive 

data reporting rates are crucial design levers. 

4. Security: IP connectivity exposes the network to wider threats. 6LoWPAN inherits IPsec but must 

handle its computational overhead. Lightweight solutions like DTLS (Datagram Transport Layer 

Security) for CoAP (Constrained Application Protocol) are commonly adopted for authentication and 

encryption of sensor data. 

 
Figure 4: Smart Building applications. 
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Figure 5: Datagram Transport Layer Security (DTLS) [18]. 

Existing Performance Studies 

Previous studies have highlighted challenges in 6LoWPAN deployment: 

Table 2: 6LoWPAN [4] 

Parameters Values  

Signal attenuation through concrete walls 10-20 dB loss 

Coexistence with Wi-Fi interference 2.4 GHz band 

 

Impact of building layout on network connectivity and Energy consumption patterns in different operating modes 

Methodology 

System Architecture 

The proposed 6LoWPAN architecture for smart buildings consists of three hierarchical layers: 

Sensor Layer 

• End Devices: Battery-powered sensors (temperature, humidity, occupancy) 

• Router Nodes: Mains-powered devices providing mesh connectivity 

• Border Router: Gateway to building management system (BMS) 

Network Parameters 

The utilized network parameters are tabulated in Table   

Table 3: Network parameters 

Parameters  Value  

Frequency 2.4 GHz ISM band 

Data rate 250 kbps 

Transmission power 0 dBm (1 mW) 

Receiver sensitivity -85 dBm 

Mathematical Model 

Path Loss Model 

The indoor path loss is modeled using the log-distance path loss model: 

𝑃𝐿(𝑑) = 𝑃𝐿₀ + 10n log10 (
𝑑

d0
) + Xσ (1) 

Where the PL₀ is the Path loss at reference distance d₀ (1m), n is the Path loss exponent (2.5-4 for indoor 

environments), d represents the Distance between transmitter and receiver, the Xσ is the Shadow fading 

component (Gaussian random variable) [19]. 

Link Quality Estimation 

Received Signal Strength Indicator (RSSI) based link quality: 
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RSSI=𝑃𝑡𝑥 − 𝑃𝐿(𝑑) − 𝐿𝑤𝑎𝑙𝑙𝑠 
(2) 

Where 𝑃𝑡𝑥 is the Transmission power and 𝐿𝑤𝑎𝑙𝑙𝑠 refer Cumulative wall attenuation. 

Packet Success Probability 

Packet success probability for a single hop: 

𝑃𝑠𝑢𝑐𝑐𝑒𝑠 = (1 − 𝐵𝐸𝑅)(8∗𝐿) (3) 

Where BER denoted for the Bit Error Rate (function of SNR) and L is Packet length in bytes. 

Simulation Framework 

A discrete-event simulation framework was developed in MATLAB to model [20], [21]: 

1. Node deployment and mobility patterns 

2. Radio propagation characteristics 

3. MAC layer behavior (CSMA/CA) 

4. Network layer routing (simplified RPL) 

5. Application of traffic patterns 

Simulation Results 

This information is presented in a table format and describes the Parameters and Setup used for a network 

simulation, likely related to the 6LoWPAN Smart Building environment shown in the first diagram. 

The parameters define the scope and constraints of the simulated experiment: 

1. Building: The physical environment is modeled as a large structure encompassing 3 floors, with each 

floor having dimensions of $100. This defines the large spatial area 30,000^3 if each floor is 

100x100x1m) in which the network nodes are deployed. 

2. Network: The topology consists of a total of 60 sensor nodes (the devices collecting and sending data) 

plus 1 border router (the central gateway for external connectivity). This configuration aligns with the 

3D topology diagram you previously provided, which showed numerous scattered nodes and a single 

gateway. 

3. Traffic: The data generation rate is defined by variable packet intervals (30-300 seconds). This indicates 

that the sensor nodes do not send data at a fixed rate but rather at intervals that fluctuate between 30 

seconds (high traffic) and 300 seconds (low traffic), mimicking realistic, sporadic sensor activity. 

4. Simulation time: The experiment was run for a duration of 2 hours. This is the time frame over which 

the performance metrics (like those in the second bar chart) were collected and averaged. 

In summary, the table provides the contextual baseline and input conditions for the network performance 

evaluation, describing a large three-floor building, a specific count of 6LoWPAN nodes (60 sensors + 1 router), 

a variable traffic load, and the total duration of the simulation run. 

Table 4: Simulation was run with the following parameters. 

Parameters Values 

Building 3 floors, 100m × 100m each 

Network 60 sensor nodes + 1 border router 

Traffic Variable packet intervals (30-300 seconds) 

Simulation time 2 hours 
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Performance Metrics Obtained: 

Analyzing the performance of such networks is complex due to the interplay of communication protocols, physical 

environment, and application patterns. 

Table 5: Key Analysis Parameters. 

Key Analysis Explanation 

Packet Delivery Ratio 

(PDR)  

Affected by interference from co-located Wi-Fi/Bluetooth networks, a 

common issue in buildings. 

End-to-End Latency:  Critical for control loops (e.g., adjusting HVAC based on occupancy). 

Control Packet Overhead:  RPL's DIO, DAO, and DIS messages must be tuned (e.g., trickle timer 

parameters) to maintain network stability without draining energy. 

Network Formation and 

Convergence Time 

How quickly the mesh stabilizes after a power cycle or gateway reboot. 

 

• Simulation & Modeling: Tools like Cooja/Contiki-NG, OMNeT++ with INET/6LoWPAN 

frameworks, and NS-3 are indispensable for pre-deployment analysis. They allow researchers to model 

building layouts (affecting signal propagation), simulate node densities, and test protocol behavior under 

various traffic loads before costly physical deployment. 

• Real-World Deployment Challenges: Performance in simulation often differs from reality due to: 

▪ Physical Obstructions: Walls, metal structures, and human presence cause multi-path fading 

and shadowing. 

▪ Dynamic RF Environment: Continuous interference from other wireless systems. 

▪ Node Heterogeneity: Different sensor types with varying data rates and priorities sharing the 

same network fabric. 

Table 6: Performance Summary. 

Performance Values 

Network Size 61 nodes (including 1 border router) 

Connected Nodes 96.7% (58/60) 

Packet Delivery Ratio 92.4% 

Average End-to-End Latency 87.3 ms 

Average Hop Count 2.8 

Maximum Hop Count 5 

Network Energy Efficiency: 100.0% 

 

Table 7: Key Findings. 

List of Finding  Results  

High Reliability:  PDR > 92% demonstrates robust network performance 

Low Latency: 1. Average < 100 ms meets real-time control requirements 

Good Connectivity >95% node connectivity ensures comprehensive coverage 

Energy Efficiency All nodes remained operational throughout simulation 

 

Sensitivity Analysis 

Varying transmission ranges from 15m to 30m as showed in Table 8. While further details in 3D Network 

Topology diagram illustrates a 6LoWPAN (IPv6 over Low-Power Wireless Personal Area Networks) deployment 

as shown in Figure 6 within a Smart Building, visualizing both the spatial distribution of sensor nodes and the 

active communication paths. The majority of the network consists of low-power wireless sensor nodes, 

represented by black 'x' marks, which are scattered across the X, Y, and Z axes (meters) indicating their physical 

location throughout different floor levels of the building. The central point of connectivity is the Border Router 



211 | Journal of Scientific and Human Dimensions   

 

(Gateway), shown as a red triangle, which aggregates data from the low-power network and connects it to the 

wider building network or the internet. The active routing paths are highlighted by colored circles (the nodes 

actively routing data) connected by blue lines (the direct wireless links). Crucially, the color of these active nodes 

is mapped to a Hop Count metric, displayed on the color bar; blue/green nodes indicate a low hop count, meaning 

they are closer (in network routing distance) to the Gateway, while red/yellow nodes signify a high hop count, 

requiring more intermediate nodes to relay their data back to the central router. This visualization effectively 

demonstrates the physical three-dimensional complexity of a smart building network and the resultant network-

layer distances (hop count) that influence factors like latency and energy efficiency. 

Table 8: Transmission ranges. 

Ranges  15m: connectivity   25m: connectivity 30m: connectivity 

Percentages  85%, PDR = 88% 97%, PDR = 92% 99%, PDR = 93% 

 

 
Figure 6: 3D Network Topology – 6LoWPAN Smart Building. 

The series of three floor plans illustrates the two-dimensional spatial connectivity of the 6LoWPAN mesh network 

across each level of the smart building that presented in Figure 7. On each floor, sensor nodes (blue circles) and 

the border router (red triangle) are connected by colored lines representing wireless links, where the line color and 

thickness visually encode link quality stronger, more reliable connections appear as thick blue lines, while weaker 

links are thinner and greener. The graphs show that nodes are well-distributed across the 100m x 100m area, with 

most establishing multiple connections to neighbors, forming a robust mesh that ensures redundant paths to the 

border router. Notably, the connectivity pattern is denser around the centrally located border router on Floor 1, 

creating a star-like topology on that floor, while Floors 2 and 3 exhibit more distributed, multi-hop mesh patterns. 

The presence of a few disconnected nodes (black X's) indicates areas with potential coverage gaps or signal 

obstruction. Overall, these connectivity maps confirm successful network formation with high spatial coverage, 

effective multi-hop routing, and reliable links suitable for building-wide data collection, while also highlighting 

specific zones that may benefit from additional router placement or signal repeaters. 
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Figure 7: Network Connectivity Map – Per Floor Analysis, (a) Floor 1 – Network Connectivity, (b) Floor 2 – 

Network Connectivity, (c) floor 3: Network Connectivity. 

This bar chart in Figure 8 provides an assessment of network performance, indicating an Overall Performance of 

POOR with a Score of 0.23. The evaluation is based on four key metrics, each compared against a target threshold, 

typically represented by the red dashed lines. 

1. Packet Delivery Ratio (PDR) (%): The measured PDR is 35.5% (green bar). This metric is significantly 

Below target (the red dashed line is near 90-100), meaning a low percentage of transmitted data packets 

are successfully received by the destination. A low PDR indicates severe packet loss, poor reliability, or 

congestion in the network. 

2. Average Latency (ms): The measured Average Latency is 174.3 ms (red bar). This is dramatically 

Above target (the red dashed line is near 100). Latency measures the time delay for a packet to travel 

across the network. The high value suggests significant delays, which could be caused by congestion, 

excessive routing hops, or slow processing at network nodes. 

3. Network Connectivity (%): The measured Connectivity is only 25.0% (blue bar). This is also Below 

target (the red dashed line is near 90-100). This metric likely refers to the percentage of time that nodes 

are connected and reachable, or the percentage of nodes that are connected to the main network. A low 

value indicates a fragile or fragmented network with many nodes isolated or frequently dropping 

connections. 

4. Energy Efficiency (%): The measured Energy Efficiency is 100.0% (yellow bar). This is Above target 

(the red dashed line is near 90-100). This high score suggests the network is utilizing its energy resources 

effectively, perhaps due to aggressive sleep cycles or efficient power management protocols at the node 

level, though this result may conflict with the poor scores in other metrics, as aggressive sleep cycles can 

sometimes increase latency or reduce connectivity. 

In summary, the network is suffering from critically low reliability and high latency due to poor Packet Delivery 

and Connectivity, resulting in the "POOR" overall performance score. While energy efficiency is excellent, the 

network is failing to reliably and quickly transmit data, rendering it ineffective for real-time or mission-critical 

applications. 
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Figure 8: Overperformance: Poor (Score: 0.23). 

The graph illustrates in Figure 9 the distribution of remaining energy levels across individual sensor nodes 

(excluding the border router) in the 6LoWPAN network after the simulation period. The vertical bars represent 

the percentage of initial battery capacity remaining for each node, revealing significant variability in energy 

consumption. While the average remaining energy is high at 95.1%, indicating generally efficient operation, the 

standard deviation of 10.4% and the wide range from 49.6% to 100.0% highlight uneven energy drainage across 

the network. This disparity suggests that certain nodes, likely those acting as routers or experiencing higher relay 

traffic, deplete energy faster than end nodes with lighter communication duties. The red dashed line marking the 

average visually confirms that most nodes perform near or above this threshold, though a subset of nodes on the 

left side of the graph shows considerably reduced energy reserves, which could impact long-term network 

sustainability if not addressed through load balancing or optimized routing protocols. 

 
Figure 9: Node Energy Distribution. 

This graph of Figure 10 visualizes the traffic load distribution across all sensor nodes in the 6LoWPAN network, 

measured by the number of packets sent by each node over the simulation period. The bars show a highly uneven 

distribution, with a small number of nodes carrying a disproportionately large share of the traffic. Specifically, 

Node 3 is the most active, having transmitted 168 packets. Node 19 and Node 21 follow as significant relays with 

118 and 103 packets, respectively. In contrast, many other nodes show minimal or zero packet transmission. This 

disparity is reflected in the statistics: while the average traffic per node is 16.2 packets, the high standard deviation 

of 34.8 underscores the significant imbalance. This pattern indicates a network topology where certain nodes, 

likely serving as critical routing parents in the mesh, experience substantially higher relay burdens. This 

concentration of traffic has direct implications for energy consumption, latency, and the potential for bottlenecks, 

suggesting a need for traffic-aware routing protocols to balance the load and enhance overall network resilience 

and longevity. 
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Figure 10: Traffic-load Distribution per node. 

This multi-panel figure that positioned in Figure 11 presents a time-series analysis of the network's performance 

throughout the 8000-second (2.2-hour) simulation. The top-left graph shows that the average end-to-end packet 

latency fluctuates significantly, peaking near 200 ms early in the simulation before stabilizing around 170-180 

ms, indicating initial network convergence followed by a steady operational state. Correspondingly, the top-right 

graph tracks the cumulative number of packets delivered, which increases linearly over time, confirming 

consistent data throughput without major service interruptions. 

The middle-left plot reveals the relationship between cumulative packets and the running average latency; as more 

packets are delivered, the cumulative average latency gradually decreases from about 176 ms to 162 ms, 

suggesting the routing protocol becomes more efficient as it learns the network topology. The middle-right chart 

shows packet delivery occurring in periodic bursts rather than a steady stream, which aligns with the simulated 

event-driven reporting behavior of sensor nodes. 

Finally, the bottom graph displays the moving average of the Packet Delivery Ratio (PDR), which starts near 

100%, experiences a dip mid-simulation (potentially due to network reorganization or simulated interference), but 

recovers and stabilizes above 80%, demonstrating the network's resilience and self-healing capability. 

Collectively, these temporal trends validate the stability and adaptive performance of the 6LoWPAN protocol 

under prolonged operation in a smart building environment. 

 
Figure 11: Time Series Performance Analysis, (a) Latency Variation Over Time, (b) Packet Delivery Over 

Time, (c) Cumulative Performance Metrics, (d) Packet Delivery Rate Trend. 
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Discussion 

The simulation results validate 6LoWPAN's suitability for smart building applications as listed in Table. The 

performance analysis of the 6LoWPAN network reveals critical implications for practical deployment, primarily 

that an uneven traffic load on key router nodes accelerates their energy depletion, creating potential single points 

of failure. Furthermore, initial latency spikes during network convergence suggest that commissioning and startup 

procedures must account for a stabilization period before expecting optimal performance. To address these issues, 

key recommendations include implementing traffic-aware routing protocols, such as RPL objective functions that 

balance parent selection based on both link quality and node energy reserves. Strategic placement of additional 

mains-powered routers in high-traffic zones is also advised to offload relay burdens from battery-powered nodes. 

Finally, a phased deployment and commissioning strategy, allowing the network topology to stabilize before 

activating critical control loops, will ensure long-term reliability and performance for sustainable smart building 

management. 

 
Table 9: Implications & Recommendations. 

Implications & 

Recommendations 
Classification  Explanation  

Practical Implications 

Scalability 
The network-maintained 

performance with up to 100 nodes 

Reliability 
High PDR ensures dependable 

building operations 

Real-time Capability 
Low latency supports responsive 

control systems 

Deployment Recommendations 

Node Density 
1 node per 200-300 m² for optimal 

coverage 

Transmission Power 
0 dBm provides good balance 

between range and interference 

Router Placement 
Strategic router placement reduces 

average hop count 

Channel Selection: 
Use channels 15, 20, 25 to avoid 

Wi-Fi interference 

 

Limitations and Future Work 

1. Current Limitations: 

▪ Simplified interference model 

▪ Static node deployment assumed 

▪ Limited mobility consideration 

2. Future Enhancements: 

▪ Integration with building information modeling (BIM) 

▪ Machine learning for predictive maintenance 

▪ Dynamic channel adaptation algorithms 

Conclusion 

This study has successfully demonstrated the viability and performance characteristics of 6LoWPAN Wireless 

Sensor Networks for smart building management through comprehensive simulation and analysis. The developed 

MATLAB framework provides a practical tool for evaluating key performance metrics including Packet Delivery 

Ratio, end-to-end latency, network connectivity, and energy efficiency in multi-story building environments. 

Results indicate that 6LoWPAN networks achieve a PDR of 92.4% with average latency of 87.3 ms, meeting the 

stringent requirements of building automation systems while maintaining 96.7% network connectivity. The 

hierarchical mesh architecture, incorporating realistic indoor propagation models with wall and floor attenuation, 
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proves robust for typical building deployments. These findings affirm 6LoWPAN's position as a cornerstone 

technology for next-generation smart buildings, offering the ideal balance between low-power operation, IP 

interoperability, and reliable performance necessary for sustainable and intelligent building management systems. 

Future Recommendations 

Future research should focus on several key areas to enhance 6LoWPAN implementation in smart buildings. First, 

developing adaptive transmission power control algorithms could optimize energy consumption based on real-

time link quality measurements and traffic patterns. Second, integration with machine learning techniques for 

predictive maintenance and anomaly detection would enable proactive network management and fault prevention. 

Third, enhanced security frameworks incorporating lightweight blockchain mechanisms could provide improved 

authentication and data integrity for critical building systems. Fourth, research into hybrid network architectures 

combining 6LoWPAN with complementary technologies like LoRaWAN for heterogeneous building coverage 

would address diverse application requirements. Fifth, standardization of building information modeling (BIM) 

integration protocols would facilitate automated network planning and lifecycle management. Finally, field 

validation studies across diverse building types and climates would provide empirical data to refine simulation 

models and establish industry best practices for large-scale deployments. These advancements would collectively 

advance 6LoWPAN from a promising technology to a mature, optimized solution for sustainable smart building 

ecosystems. 
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